ПРЕСС-РЕЛИЗ

**Заголовок 1 (главная)**

**Размещены материалы вебинара по аутентификации**

**Заголовок 2 (страница новости)**

**Размещены материалы вебинара
"Как перестать сомневаться и начать использовать современные методы аутентификации"**

*10 июня 2020 года компания "Аладдин Р.Д." провела онлайн-мероприятие, посвящённое обсуждению актуальности многофакторной аутентификации в реалиях современного мира.*

**Москва, 10 июня 2020 года.** — Компания "[Аладдин Р.Д.](https://www.aladdin-rd.ru/)", ведущий российский разработчик и поставщик решений для обеспечения информационной безопасности, провела вебинар под названием "[Как перестать сомневаться и начать использовать современные методы аутентификации](https://www.aladdin-rd.ru/company/pressroom/events/vebinar-kak-perestat-somnevatsa-i-nacat-ispolzovat-sovremennye-metody-autentifikacii)", собравший более 30 участников.

В ходе онлайн-мероприятия специалисты компании в лице **Даниила Гордиенко, менеджера по работе с партнёрами**, **Василия Огнева, руководителя продаж направления JMS и JAS, и Дмитрия Шуралёва, технического специалиста по работе с технологическими партнёрами**, представили подробную информацию, свидетельствующую об актуальности применения многофакторной аутентификации и рассказали о том, почему она важна, зачем она нужна и какие векторы атак она может потенциально отвратить. В своём выступлении Василий Огнев прокомментировал текущие базовые требования регуляторов относительно информации, обрабатываемой в ГИС, ИСПДн и КИИ.

Специалисты компании также подробно рассмотрели типовые современные задачи, пути их решения с помощью продуктов "Аладдин Р.Д." и поделились своим видением перспектив использования биометрических технологий в разрезе аутентификации и информационной безопасности. Отметим, что вопросы применения биометрических технологий вновь получили широкое распространение на рынке. Специалисты представили решения и технологии "Аладдин Р.Д.", отвечающие самым новым требованиям и задачам.

В рамках вебинара обсуждались следующие основные аспекты:

* текущие векторы проникновения атак;
* угрозы и последствия использования слабых паролей;
* подтверждённые громкие утечки данных;
* базовые требования регуляторов;
* типовые задачи по применению JaCarta;
* защита облачных сервисов;
* биометрия на смарт-карте.

В заключительной части вебинара спикеры ответили на возникшие в ходе мероприятия вопросы участников, что привело к оживлённой дискуссии между всеми участниками вебинара.

Для вашего удобства мы разместили презентацию и запись вебинара на сайте компании в разделе "[Записи вебинаров](https://www.aladdin-rd.ru/company/pressroom/webinars)". В этом разделе вы также сможете найти записи других вебинаров, проведённых специалистами компании для партнёров и заказчиков по разным продуктам и темам.

**О компании "Аладдин Р.Д."**

"Аладдин Р.Д." — ведущий российский разработчик продуктов и решений для обеспечения информационной безопасности. Компания является экспертом в области аутентификации, электронной подписи и защиты конфиденциальной информации на дисках и в системах управления базами данных.

"Аладдин Р.Д." признана лидером российского рынка аппаратных средств аутентификации и электронной подписи и входит в ТОП-10 крупнейших российских ИБ-компаний (CNews Analytics, 2017). Продукты "Аладдин Р.Д." и комплексные решения на их основе используются в банковском, государственно-административном, топливно-энергетическом и других секторах отечественной экономики.

Компания имеет все необходимые лицензии ФСТЭК России и ФСБ России. Система менеджмента качества "Аладдин Р.Д." соответствует требованиям национальных стандартов ГОСТ Р ИСО 9001-2015 и ГОСТ РВ 0015-002-2012.

Лидерские позиции "Аладдин Р.Д." подкреплены прочными партнёрскими отношениями с ведущими российскими разработчиками средств защиты информации, а также системными интеграторами и дистрибьюторами.

<http://www.aladdin-rd.ru>

<http://www.facebook.com/AladdinRD>

<http://www.twitter.com/AladdinRD>

<http://www.youtube.com/AladdinRD>

<https://habr.com/ru/company/aladdinrd/>